
VIDEÓS tudatosító tréningünkkel!
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ÚJ GENERÁCIÓS TUDATOSÍTÓ TRÉNING:
szcenárió alapú, szerepkörre szabott,

gyakorlat-orientált, elejétől végéig
érdekes videóanyaggal!

A jogszabályok által előírt, szerepkörökre szabott
videóanyagok
Visszamérő kvíz
Eredmények riportálása
Éves licensz
Szolgáltatásként igénybe vehető: telepítés, fájltárolás,
saját e-learning rendszer (LMS) nélkül is
LMS-be integrálható

Adathalászat

Zsarolóvírus

AI / deepfake támadások

Belső visszaélés

Ellátási lánc kockázatai

Business Email Compromise

FORTIX Consulting Kft.

Humán kockázatok hatásos kezelése és teljes
szabályozói megfelelés az információbiztonsági
tudatosítás terén

fortix.hu hello@fortix.hu

A CSOMAG TARTALMA
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CISO-ként, információbiztonsági, IT, vagy akár üzleti vezetőként kihívást jelentenek az
alábbiak? 

Bizonytalan, hogy valójában mennyire biztonságos a digitalizáció és a felhőszolgáltatások
használata?
Nehezen talál képzett információbiztonsági, kiberbiztonsági szakembert?
A folyamatosan érkező és ütköző üzleti és IT igények miatt rémálom a priorizálás?
Nem megfelelő mértékű a biztonsági büdzsé?
Bizonytalan abban, hogy beszállítói milyen kockázatokat hordoznak?
Valahogy a biztonság mindig gátló tényezőnek tűnik?
Ransomware, vagy bármilyen biztonsági incidens esetén bizonytalan, mit tegyen?
Rendszeresen bennragadnak és egyébként is sokszor túlzottak a jogosultságok? 

Tapasztalt csapatunkkal megoldást kínálunk, hiszen a kihelyezett CISO szolgáltatásunk átfogó
megoldást nyújt:

Üzletközpontú és kockázatalapú kiberbiztonsági stratégia és programmenedzsment
Iparági és jogszabályi megfelelés biztosítása
Biztonsági technológiák és architektúra integrált bevezetés és kezelése
Biztonsági operáció, SOC és incidenskezelés koordinációja
A biztonság kultúrájának megteremtése, biztonsági tudatosítás
Harmadik fél és a szállítók biztonságának kezelése
Üzleti projektek biztonsági validálása és konzultáció 

Miért éri meg igénybe venni? 
Kihelyezett CISO szolgáltatásunk folyamatosan és képzett kollégákkal valósítjuk meg
Nem szükséges a belső „létszámot” növelni
CISO-ként üzleti érték alapokra helyezzük a biztonsági területet, és egyértelmű prioritásokat
határozunk meg. A belső CISO-kat pedig támogatjuk mindezekben! 

Kinek ajánljuk? Közepes és nagyobb vállakozások esetén az üzleti és információbiztonsági kockázatok
kompetens kezelését fontos dedikált szakemberre bízni, hiszen felelős híján kockázatilag és
biztonságilag vakon repül! Info- és kiberbiztonsági felelősöknek, szakértőknek támogatást nyújtunk a
vezetéssel való kommunikációban, a biztonság megfelelő szinten való kezelésében. 

Kihelyezett CISO / IBF

info@fortix.hu www.fortix.hu


