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Az ISO/IEC 42001:2023 egy mesterseges intelligencia
menedzsment rendszer (AIMS) szabvany, amely
irAnymutatasokat ad a szervezetek szamara, hogyan 8

épitsenenek ki, vezessenek be, és tartsanak fenn
biztonsagos, atlathaté és hatékony Al-rendszereket.

és felel6sségeket hozott a szervezetek szamara.

info@tamcert.hu

Az I1SO 42001:2023 szabvany célja, hogy biztositsa
a megfelel6 menedzsment és szabalyozas létrehozasat

az Al rendszerek szamara és az Al-alapu folyamatok \ ) www.tamcert.hu
szabalyozasaval garantalja azok biztonsagat, etikus
miikodését és jogi megfelelGségét. Segit abban, hogy
az Al rendszerek atlathatéak, megismerhetéek, és
ellendrizhet6k legyenek.
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Az ISO/IEC 42001:2023 segit a szervezeteknek a klils6 fenyegetésekkel szemben az

Al rendszereik biztonsaganak megdrzésében, beleértve a haldzat és az adatok védelmét
is. Az Al rendszereknek tartalmazniuk kell tovabba a megfelels biztonsagi rétegeket,
titkositasokat, és hozzaférés-szabalyozasi mechanizmusokat.

A szabvany alkalmazhaté minden olyan szervezetre, amely Al-rendszereket fejleszt,
implemental, vagy Uzemeltet. Ez magaban foglalja a pénziigyi szektort,

az egészségligyet, a gyartast, és minden olyan agazatot, ahol Al-t hasznalnak

a dontéshozatalban vagy az automatizalasban.

A NIS2 szabvany és az ISO/IEC
42001:2023 6sszekapcsolasa

a kritikus infrastrukturak és
rendszerek biztonsaganak
megerdsitéset célozza, kiilonos
tekintettel az Al-alapu
rendszerek sérilékenységeire.
GDPR kapcsolodas tekintetében
az ISO/IEC 42001:2023

segithet az Al rendszerek
adatvedelmi megfelel6segenek
biztositasaban, mivel el6irja

az Al atlathatosagat és az
adatkezelési folyamatok
dokumentalasat. Ez lehetbve
teszi a felhasznaldok adatainak
biztonsagos kezeléesét és

a jogszerli adatfeldolgozast.
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Ezen cégeknek biztositaniuk kell, hogy Al rendszereik
megfeleljenek a relevans szabalyozasoknak, mint

» az EU Al Act (az els6 atfogd Eurdpai Unids
Al térvény, mely eltér6 szabalyokat fogalmaz meg
a kilonb6z6 Al kockazati szintekhez)

» a GDPR (az Eurépai Unids adatvédelmi el6irasokat
tartalmazza)

» a NIS2 (az Eurdpai Uniés kiberbiztonsagi

elGirasokat tartalmazza)

Az NCCS (Nemzeti Kiberbiztonsagi Stratégia) vonatkozasaban

az ISO/IEC 42001:2023 alkalmazasa el6segiti a nemzeti és ipari
kiberbiztonsagi célok elérését, kiilbndsen az Al-alapu rendszerek
tekintetében.

A fentiek alapjan a megfelel6 dokumentacio kialakitasa, az
adatkezelési és adatvédelmi eljarasok betartasa, valamint
az Al rendszerek auditalhatésaga elengedhetetlen az Al-t
hasznald szervezetek szamara.
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Az emberek tébbsége jobban aggddik
az Al hasznalata miatt, mint izgatott

Y 7 4 m-m
Elonyok lenne feldle, az ISO/IEC 42001:2023-nak
S — valé megfeleléssel javithatja a cége/

markaja imazsat azaltal, hogy bizonyitja
a cég elkotelezettségét a felelGssegteljes
° , Al fejlesztések és hasznalat irant.

Az ISO/IEC 42001:2023 segit a mesterséges

o intelligencia kockazatainak kezelésében
azaltal, hogy az Al hasznalatara
vonatkozdan teljes ralatast

és ellenérzést biztosit
a szervezet szamara.

Lehetdséget biztosit
cégének az Al altali
termékfejlesztésre, vagy
az Al altal tovabbfejlesztett

Az Al szamos iparagban képes
atalakitani a vallalkozasokat és
novelni azok termelékenységét,

versenyel6nyt biztositva ezzel
a gyorsan valtozo technoldgiai

kérnyezetben.
biztositja annak
biztonsagos és etikus

hasznalatat. Az ISO/IEC 42001:2023 segithet abban, hogy
a mesterséges intelligencia szabalyozasa vilagszerte

Az ISO/IEC 42001:2023
tamogatja az

Al hasznalatat és
innovacidjat, mikdzben

harmonizalédjon, megkonnyitve ezzel a nemzetkozi
egylttmikodést és az innovaciot.

A gyorsan valtozo technolégiai kornyezetben

a szervezeteknek folyamatosan frissitenitik kell
Al rendszereiket és a kapcsolodo

szabalyozasi megfelelést.
Az ISO/IEC 42001:2023 A
biztositja az ehhez U &‘
szitkséges keretrendszert
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Az ISO/IEC 42001:2023 tanusitas soran feltarasra kertilnek az Al rendszerek,
igy ezen informaciok birtokaban a szervezet

- meghatarozhat iranyelveket és biztonsagi ellen6rzéseket az
adatszivargas elleni védelem érdekében,

- mélyrehaté védelmet valdsithat meg az Al hibak kockazatanak
kezelése érdekében,

e biztosithatja, hogy az Al hasznalat minden esetben megfeleljen
a vonatkozo elGirasoknak,

- az Al-t a sajat uzleti céljaihoz igazithatja.

Az ISO/IEC 42001:2023 szabvany maximalisan kompatibilis a meglévd
mingségiranyitasi rendszerekkel, igy kiilonésen elényos azoknak

a szervezeteknek, amelyek mar bevezettek olyan minGségiranyitasi
rendszereket, mint az ISO/IEC 9001 a minGségiranyitas,

az ISO/IEC 27001 az informacidbiztonsag vagy az ISO/IEC 27701 az
adatvédelem terén.

Ahogy az ISO/IEC 27001 lefektette az informacidbiztonsag és
kiberbiztonsag alapjait, igy teszi az ISO/IEC 42001:2023 az Al tertletén,
ezért kifejezetten ajanlott azon szervezetek szamara, amelyek
mesterséges intelligenciat hasznalé termékeket vagy szolgaltatasokat
hasznalnak, fejlesztenek vagy nyujtanak.

. A TAM CERT Magyarorszag Vizsgalo és Tanusito Kft. maximalis
felkészlltséggel rendelkezik ahhoz, hogy segitse a szolgaltaté
C ERT szervezeteket az ISO/IEC 42001:2023 szabvanynak valé megfelelésben.

Epitsen fel és valésitson meg egy felelosségteljes és atlathato Al rendszert
a TAM CERT ISO/IEC 42001:2023 tanusitasaval és biztositsa vallalkozasanak
mikodéseét eléremutaté médon.

IMAZS EPITES

FELELOS ES BIZTONSAGOS Al FEJLESZTES
- ATLATHATO Al

« ELSZAMOLTATHATO Al
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